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ABSTRACT

A study is made of routing techniques applicable to
store-and-forward ocorputer networks (e.g., the ARPA
Network) in order to show their importance in relation
to the theoretical design of these networks and to the
performance of existing networks. The major attempt has
been to classify routing techniques and to specify their
parareters as well as a means for evaluating their per-
formance. Using average message delay as a méasure of
network performance, a nurber of routing techniques are
oampared via thecretical and computer simulation results.

I. JNTRODUCTICN

This paper considers message flow in a specific class
of networks denoted as store-and-forward computer-com-
mmnication nets. Such nets accept message traffic from
extermal sources (computers) and transmit this traffic
over sare route within the network to the destination;
this transmission takes place over one link at a time,
with possible storage of the message at each intermedi-
ate switching node due to congestion. One of the funda-
mental problems in these nets is the routing of messages
in an orderly manner to insure their rapid delivery.

The requirements for such a system differ considerably

from those of the telephone system employing circuit or
line switching and from those of military communication
nebworks required to operate in extremely hostile en—

vironments. .

The study of routing techniques is important because
of the central role they play in the design and cpera-
tiocn of low ocost carputer-oormunication nets. The ab-
stract design of a low cost ociputer-communication net-
work was first stated by Kleinrockl! as follows:

minimize T (the average message delay)

over the link capacity assignment
design message priority discipline
variables ) routing doctrine (1)
topology
subject to

a suitable cost criterion and external
traffic requirement

All of the design variables are interdependent and a
general solution technique is unknown, although signifi-
cant p*onfc§s, 5:.35 been made for same interesting special

rdey

Before the general solution of Eq. (1) can be under-
taken, it is important to determine how the variation of
the design parameters in this equation influences the
average nessage delay T. lHere we address the routing
doctrine question. Key areas which require study are:
~ what should a routing technique achieve; how can routing
techniques be classified; how are routing algorithms
specified; what are the appropriate performmance mezasures
and; how are routing algoritlms evaluated? Below, we

*This work was supported by the Advanced Research
Projects lgency of the Department of Defense (DAHC-15-
69-0-0285) .

attenpt to answer these questions in relation to the
selected carputer-commmnicaticn network model.

II. THE COMPUTER-COMMINICATICN NET

In order to properly characterize what an adeptive
routing technique (algorithm) should achieve, the uni-
verse in which it operates must first be specified.

This requires a characterization for computer-commnica~
tion networks. :

The class of networks considered in this paper can be
depicted as shown in Figures 1T and 2 and are modeled
after the Defense Department's Advanced Research Pro-
?SCE Agency (ARPA) experimental computer network. /¢37
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Figure 1. Network Topology

The dméteristics of the network rodel are:

1. Each pair of nodes (Ni'Nj) can be connected
by at most one dedicated high—quality (low
error rate) full duplex digital comunication
line.
Each communication link has fixed capacity.
Each node has finite storage and operates in
a store~and-forward fashian.
Satellites are not utilized as nodes .6

2.
3.

4.

The basic unit of inforration passed between any pair
of nodes is called a "packet” with maximum size of ap-
proximately 1000 bits. When a packet is received at a
node, it is stored and checked for errors via an error
detecting code. If correct and if this node is willing
to “accept" the packet, then a positive admowledzrent
is sent back to the preceding node indicating this fact;
otherwise, a negative acknowledgment is sent back (nega-
tive acknowledgrents, however, are not used in the ARPA
network) . Vhen a node receives a positive acknowledg-
ment, it destroys its ocopy of the packet; otherwise the
packet is retransmitted. If a packet is not destined
for the node at which it was received, it is relayed
{(routed) further along its path to a neighboring node.

fThe ARPA network topology has since changed signifi=-
cantly. However, we continue to utilize it in order to
ampare our current simulaticn and theoretical results
with those contained in Refs. 12 and 13.
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- packets as necessary, plus a Yremainder" packet).
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The routing procedure determines the path a packet tra-
verses from a source node Ng to a destination node Np.
For exanple, the paths m) = (5,6,16,8) and my = (5,4,17,
8) are two of the many possible paths from Ng = 5 to

Np = 8 as shown in Figure 1.

The assured internal structure of a node, shown in
Figure 2, consists of a store-and-forward switch re-
ferred to as an IMP (Interface Message Processor) and a
HOST (external camputer system). The function of the
IMP is to allocate storage for inocming packets, perform

mp
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Figure 2. Basic Node Structure

routing for packets which must be relayed, acknowledge
accepted packets and perform other routine functions
(i.e., packet error checking, circuit fault detection,
traffic measurement, etc.). In additicn, the CPU rou-
tine can block incoming messages from its HOST vhen suf-
ficient storage is unavailable.

Messages, which originate at a HOST, have a maximim
length of approximately 8000 bits. The IMP segments a
HOST's message into packets (i.e., as many maximum sized
These
packets are then handled by the network as independent
entities until they reach their destination node. There
the packets of a message are collected and the message
is recassembled before it is transferred to the destina-
tion HOST. Messages which consist of only a single
packet are given higher priority than multi-packet mes=
sages so that the network can support interactive users.

Using this network model, the message routing require—

ments for the camputer-cormumnication network can be sim-
ply stated:

1. Message routing should insure rapid and error-
free delivery of messages.

2. The routing technique should adapt to changes
in the network topology resulting from node:
and cammmication link failures.

3. The routing technique should adapt to varying
source-destination traffic loads.

4. Packets should be routed around nodes that are
congested or temporarily blocked due to a full
storage.

TII. CLASSIFICATICON OF FOUTING TEGHNIQUES

It is desirable to classify network routing tech-

niques in order to gain insight into their structure,
complexity and performance; from this, one may then oo~
pare them as candidates for operaticnal network algo-
rithms. The two major classifications selected are

(1) deterministic, and (2) stochastic techniques. Deter-

ministic routing technigues compute routes based upon a

given Geterministic decision rule and produce a loop-
free routing procedure (i.e., packets cannot became
trapped in closed paths).
other hand, operate as probabilistic decision rules, uti-
lizing topology and either no information about the
state of the network (random routing) or estimates of
the present state of the network.
packets may be trapped in loops for short tire pericds.
Figure 3 shows a more camplete classification of the ap-
plicable routing techniques.

Stochastic techniques, on the

With these techniques,

ROUTING ALGORITHM CLASSIFICATION

1. DETERMINISTIC TECHNIQUES

ALL
. n.ooomc<
SELECTIVE

o FIXED
o NETWORK ROUTING CONTROL CENTER (NRCC)

PRESENT SCHEDULING
o IDEAL OBSERVER
. FUTURE

2. STOCHASTIC TECHNIQUES
ASYNCHRONOUS UPDATE (PERCOLATION)

PERIODIC UPDATE (NEAREST NEIGHBOR}

. DlSTmBUTED<

' lSOLATED<SH°RTEST QUEUE + BIAS
LOCAL DELAY ESTIMATE

¢ RANDOM .

Figure 3. Routing Algorithm Classification

Deterministic Techniques

The four basic deterministic techniques are:

1. Flooding. Each node receiving or originating a
packet transmits a copy of it over "all" outgoing links
or over a set of "selective" outgoing links; this trans~
mission occurs only after the node has checked to see
that it has not previcusly transmitted the packet, or
that it is not the destination of the packet. This
nique has been discussed by Bochm and tobley.3 Their
conclusion is that the inefficiency of this technigue is
tolerable if one has only a few messages to deliver.
However, a large volume of camunications traffic neces”
sitates more efficient routing techniques. Another dres™
back to this technique is that each node requires a M =
anism to recognize previously transmitted messages.

2. Fixed Pouting. Fixed routing algorithms specify 3
wnique path @ {igs ..., Np) (route) followed by a packet
which depends only upon the source~destinaticn node puf
{Ng,Np) . To acoomplish this, each mode has a routing
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table similar to that shown in Figure 4. NEXT NODE
If a packet must be relayed, its destina- NUMBER
tion is used to enter the routing table. 1he)
The entry contained in the routing table 2[]
specifies the next wnigue pofg in the 3L17
packet's _path. Kleinrock!s13 ana 4 17]
Prosser— have examined several of these < i)
techniques. Fixed routing techniques re- 2 &7
quire completely reliable nodes and links, 2 7[9]
except for the occasional retransmission w gfa]
of a packet due to channel bit errors. 8 1ol
However, they do allow for highly effi- Z
cient high volure traffic flow and are g nil
very stable. E 1213
z 1B
" 3. Network Routing Control Center & 1
(NRCC) . With this technique, one of the o s5[17]
network nodes is designated as the NRCC. 16116,
This center collects performance informa- 1707
tion about the network operation, conputes 1819
routing tables and then transmits the ap- 919)

Figure 4. Node 3
Routing Tabla

propriate routing table to each node in
the network. Corputation of the routss
by the NCRR is done on a glabal basis and this insures
Joop-free paths between all source-destination node
pairs. Thus, a fixed routing procedure is maintained
between NROC updates. .

There are a nurher of drawbacks to this technique.
By the time the nodes begin using the new routing tables,
the performance information that was used in the camputa-
tion of the routing tables may be out of date in rela-
tion to the current state of the network. In addition,
transmissicn costs and vulnerability become significant
coonsiderations.

4. Ideal Cbserver Routing. This technique is essen-
tdally a scheduling problem. Each time a new packet
enters a node fram the HOST, its route is corputed to
minimize its travel time to its destination node, based
upon the camplete present infommation about the packets
already in the network and their known routes. If the
ideal observer has information about the eccurrence of
future events, then this information could also be uti-
lized in the ccrputation of the route. This technique
is obviously impractical for an operationgl network, but
from a theoretical viewpoint, provides the minimum aver-
age message delay to which all other routing techniques
may be corpared.

Stochastic Techniques

The three basic stochastic techniques are:

1. Random Fouting. Random routing procedures are
those decision rules in which the choice as to the next
wde to visit is made according to scme probability dis-
cribution over the set of neighbor nodes. The set of
wighbor nodes utilized in the decision rule can be "all”
of the comected nodes or can be based "selectively"
>ver that set of noces which are in the general direc-
zion of the packet's destination.

Kleinrock!! and prosserl? have investigated numer-
sus randam routing techniques and have shown that they
ire highly inefficient in tewns of message delay, but
we extromely stable {(i.e., they are relatively wunaf-
Zected by small changes in the network structure).

2.Isolated and 3. Distributed Technigues. All of the
solaled and drstributed routing algorithas operate in
sasically the same manner. A delay table is formed at
:ach nod: as shawn in Figure 5. The entries Ty(D, L)
re the estimated Celays to go from the node wnder con-
:ideration (say noda J) to same destination node D using
An L as the next step in the path to D. A routing

table is then formed by choosing, for each row (say the

ith row), that output line nurber OLy (i) whose value in
the delay table is minimum as follows:

Qly (i) = min fJ(i,LN) )

g Ly}

where {L,;} is the set of output line numbers for node J.

Figure 5 shows an exanmple.
OUTPUT LINE
L1 LZ L:I Ld
1{02}01|03]04 L |1
g [ ] L ] L} L2 .. [
P
g . ° . . /._1'J {D=i, L~=L‘) .
g . . ° o/ °
E §]01/03707]05 > | L |i
g [ L ] [ o L ]
"z A
i L] L] . L4 OLN (i) = MIN TJ (i,LN) .
o
. . ° . {LN} L
N|06]|0.4]09]02 LeiN

DELAY TABLE ROUTING TABLE

Figure 5. Node J Delay and Routing Tables

The manner in which the estimates E‘J(. , ») are formed

and updated and how often the delay tables are interro-
gated depends upon the specific structure of the routing
algorithm.

In the shortest quesue + zero bias algorithm, a packet's
route is selected by placing it in the shortest output
channel queue. This is essentially Baran's Hot Potato
routing oconcepttr4. Since the route selected is inde-
pendent of the packet's destination, the delay table
would require only one row, where the row entries would
reflect the output channel quewe lengths. The non~zero
bias case will be discussed later as a limiting case of
a distributed routing technique.

In the local delay estimate algorithm, a packet's
route is selected via Eg. (2). The delay table is up-
dated after a packet is received (say at node J) by the
following scheme

A (R N (R .
THD=S, L") Loy —'Kl THDS, L, ) 14 + Ky "TINGS,3) (3)

vhere

TIN(S,J) = the Time the packet has spent In the
Network traveling from its source node

S to the current node J,

the reverse (outgoing) line ocorrespond-
ing to the forward (incaming) line Iy
of the full-duplex pair upon which the
packet entered node J,

LN(R) =

Kl and K2 are constants.

This technique, called backwards learning, has been_ex-

tensively investigated by Baranl, Bochm and r«tb1e'13
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offer modifications to the basic technique (Eq. (3)) to
improve its performance.

In the distributed routing techniques classification,
all routing algorithms utilize the same basic techniques
o campute and update the delay table estimates, but the
instants at which these tables are updated and the route
selection procedure differs depending upon the particu-
lar structure of the algorithm.

There are basically two different mechanisms which
cause entries in the delay tables to change: (1) as
packets are placed on (or taken off) an output channel
queue, all delay table entries in a colum correspond-
ing to that output line must be increased {ur decreased)
to reflect the change in expected delay for the channel;
and (2) when delay information from neighboring nodes is
utilized to update the delay table estimates. In the
latter case, the following procedure is used.

Suppose a decision at node J has been made to inform
its neighbors (say N;, N and N3, as in Figure 6) of its
current minimum estimateé delayS to reach all nodes
within the network. Node J forms a minimum delay vector
vy = (F(1),T(2), ...), where the K™ component

{1y ={mi.r}) T5(K L) and transmits V; to its neighbors

T
*
e
[ ]
~ . ~ -
Tk | =mN T, (K, L)
®
° L
[ 3 Ll
L
Tin) :
VECTOR Y,

Figure 6. Minimum Delay Vector Transmission

Ny, N, and N3) . Upon receipt of a minimun delay vec~
tor, a node (for example Nl) adds its current output
line queue length (line I, for this exarple) plus a
constant D, to all entries in the vector V; and replaces
colum 1 (corresponding to Ij) in its delay table with
these new values. Mathematically, the updated delay

39-

- missions at a iodic rate
in the ARPA network) and (2)

table entries are, in general

Ty = oLy + Dy + T(D) (4)

where Q(M,Iy) is the queue {in sec) of line Iy at

node M. The constant can be interpreted in two ways.
First, if its value equals the average time to transmit
a packet over an outgoing channel, then neglecting chan-
nel propagation delays, represents the minimm average
delay to reach a neighbor node. Secondly, if the delay
tables are updated repidly in a lightly loaded net, then
the delay table estimate TJ(D,IN) = N*(J,D,Iy) -0, where
N*(J,D,Ly) is the number of lines encountered in the path

(J,..,D) when a packet leaves node J on line Iy. Thus, by
varying O,, we can control the degree of alternate rout-
ing and sensitivity of the algorithm to small variations
in queue lengths. That is, if Dp is largye campared to

the average queueing delay in a node, then the path chos-
en for a message will tend to be one of the paths with
smallest N*(S,D,-).

There are two methods which can be employed to cause
the transmission of the delay table update vectors Vy:
(1) The periodic updating algorithm forces these trans-
(as is currently done
asynchronous updating
algorithm allows these transmissions asynchronously;
this transmission can occur after the youting of a pack-
et (via BEq. (2)) on line OLy({i) if T (i,0Ly(i)) has
changed by more than a specified amount (a threshold)
since the last update occurred. Thus, the delay vectars
can percolate throughout the net in a short time pericd.

"If the threshold value is excessively large, updating

ceases and the asynchronocus routing schemes reduce to the
shortest cueue + bias algorithms (with bias DpN*(<,°,°)) .

The choice of routes is determined as follows: If the
update mechanism is periodic, then the set of routes ob-
tained via Eq. (2) is held fixed until the tables are
again updated; in the asynchronous case, Eg. (2) is used
to detemmine the route of each packet dynamically.

Of all the stochastic techniques, the distributed
routing algorithms are the mosic efficient for handling
line and node failures. Once a failure is determined
(see Ref. 9 for procedures utilized in the ARPA network),
the proper entries in the node delay tables can be forced
to remain excessively large as long as the failure per-
sists.

Returning to Figure 3, the arrows on the right-hand
side represent (from tail to head) increasing complexity
and expected performance of the algorithms. Of all the
routing technigues shown, we feel that the distributed
stochastic routing techniques have the best potential
performance to offer in operational store-and-forward
coputer-cormnication networks. These technigues cper-
ate essentially as distributed network routing control
centers and can adapt rapidly to link and node failures
as well as to changing traffic conditions.

IV. NETWORK PERTORMANCE

In order to dasign optimal computer-communication net-
works or to assess their performance, cne roquires quanti=
tative measures of network performance. There are basi-
cally two classes of performance measures. The first
class does not relate in any sirple way to individual
messages in the network, but rather to the performanoe of
particular conponents that copose the network. Exarples
of such performance measures are: average channel utili-
zation; rodal storage utilizatien; and channel error
rates. Many of these performance measures can be oo
puted analytically. The secand class of perxforrance mes”
sures relate more directly to individual messages ond
more dafinitive statements about overall network perfon™
3
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ance can be made. An example of such a performance mea-
sure is the measured distribution of time to transmit a
message through the net. However, among the possible
performance measures, the average message delay is one
that has yielded nicely to aralysis. In addltlon, it
also reflects the following network phenamena in its
carputation:

* Message delay due to formation of gueues within
the nodes

* Nodal processing delays

« The decrease in effective charnel capacity due
to the transmission of ackncwledgments and rout-
ing information within the network :

. Negative acknowledgments causing packet retrans-
mission

» Maptability of the routing algorithm to varying
traffic loads and chanmnel and node failures '

* Packet looping caused by mcrentary errors in
estimation of the required routes by the routing
algorithm, and

* Nodal storage blockage

tor RE (called the Effective Data Rate) which allows us
to study the average message delay as a fuinction of net-~

work loading. Figure 8 shows the average message delay
400 — = SIMULATION DATA
§ PREDICTED MULTI-PACKET
S 200 MESSAGE DELAY
2 (LOW PRIORITY)
[ ]
x
- Q » o
w ()
o 2
W 200 |-
g
a
w
3 PREDICTED SINGLE-PACKET
¥ MESSAGE DELAY
g 100 - {HIGH PRIORITY)
w
z . A
1 1 | § :
1} 50 100

PERCENT MULTIPACKET MESSAGES

In earlier works on_cammmication netsll and carputer-
commnication networkslZs Klemrock studied such nets
using methods from queue.mg theory which he showed pro-
vide an effective method for the computation of the aver- - )
age delay of single packet messages using fixed routing  for the two priority classes as we vary the mix of short
procedures. He and Pultz8 have nodified these models to (single-packet) high-priority messages and long (multi-
better predict the single packet message delays. In addi-packet) low-priority messages, while maintaining a con-
tion, they have remved scne of the independence assutp- Stant average input data rate to the entire net. For
tions discussed in Ref. 1l in order to handle the multi- the fixed routing procedure, we see that the average mes-
packet message case. Figures 7 and 8 .>hc,w a caparison  sage delay is adequately predicted by the analytic re-
of simulationl0r12 and analytical results® for a sults. However, when one assesses the performance of sto-

chastic routing techniques, these curve "f do not indicate
- typlcal network performance. Kleinrock!l and Prosserldr15

Figuie 8. Message Delay Versus Mix (RE = 1)

160 = ® = SIMULATION DATA have glve{x methods to analyzs.a rax.xdcm routing pmcedures.
Here we give a method of estimating average single-packet
message delay for the isolated and distributed stochastic
o routing procedures.
w
[74
s 120 - We begin by noticing that the isolated and distributed
z algorithms operate as fixed routing procedures over small
: periods of time. As time progresses and the algoritlms
S THEORETICAL adapt, they utilize various combinaticns of fixed routing
Py PREDICTION procedures. Of interest is that fixed routing procedure
= 80 |}~ which minimizes the average message delay for a given net-
X work loading factor RE. Figqure 9 portrays the average
g .
w
q ____.___—-.___.-—-/' SHORTEST PATH,
g OF C > ZERO LOAD
: 3
g ‘
w /’
1 | 9 /
0 0.5 1.0 /1 ’
RE w
= lﬂ
w LOWER ENVELOPE
Figurs 7. Single-Packet Message Delay St’
g \
’ K3 3 >
fixed routing procedure utilizing the network configura- < (o( \ \\ \\\\\
tion shawn in Figure 1. Both the analytic and simula- Tse
tion nodels reflect an assunyd traffic matrix [THM) whose 0
entries give the average traffic flow requirerents in RE

bits/sccand between source—destination pairs of nodes.

In Figure 7 we have scaled all entries in [IM] by a fac- Figure 9. Average Message Delay Profils
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single-packet message delay as a function of FE and
various fixed routing procedures. The lower envelope
of all these delay curves reflects the minimm average
message delay utilizing fixed routing algorithms. We
have a procedure for computing this lower envelope®.
mhe horizontal line of valve Tsp is the theoretical
minimm average message delay and represents a solution
of the shortest path problen’ for FE = 0. The shaded
portion of the figure represents a region of operation
which can only be renetrated if the stochastic routing
algorithm happens to take exquisite advantage of the
instantaneous characteristics of message flow within the
network to produce a smaller average message delay than
the best fixed routing algorithm. TO date, none of our
similation results has penetrated this region. This
indicates that the lower envelope delay curve is a good
measure of attainable performance tor stochastic rout-
ing algorithms.

For the E_{iodic “gE;aE"_’S alcoritim, there are two
pararmeters which may adjusted for performance optimi-
zation.(Dp and the periodic update rate Ry for any
value of FRE. Figure 10 shows this perfonmance as a
function of Dp for various values of with EE = 1.
These delay curves reflect the additicnal message delay
caused by the presence of the routing update traffic
flow within the net. For each routing update packet
{which contains the vector Vi), its line transmission
time, Ty utilized in the sumlation program was
0.8Tp, where Tp (= 12.6 msec) is the average line
transmission time for a single~-packet message (average
packet length in bits divided by the line capacity in
bits per sec). . . .

-
[
o

g — R,
e = SIMULATION DATA

120

MESSAGE DELAY IN MSEC

80 |~ . o
10

— e mnen | mem—en

)
40 - i
LOWER ENVELOPE

1 J
() 100 200

Dp IN MSEC

AVERAGE SINGLE-PACKET

Figure 10. Periodic Updating Algorithm (RE = 1)

For small Dp, the simulation program shows that
many loops exist in the fixed routing procedure utilized
between delay table updates and thus produces a large
average message delay as shown in the figure; the higher
valucs of Ry shown pemit better adaptaticn to the
traffic, even offsetting the increase in traffic due’to
these updates. Although not shown in the figure, lim-
ited simulation data indicates that the average dclay
for Ry = 20 updates/sec is larger than for Ry = 10
ugdabes/sec; thus canmot be increased indefinitely
without suffering a loss in performance. ‘

{60 msec and greater), little evidence
of looping is foud. The average message delay for

= 200 msec is within two msec of the simulation re-
sult at R = 1 for the fixed routing procedure based
upon the solution of the shortest path, zero~-load prob-
lem. This indicates that the delay table updating can-~
not, for this value of Dp, adapt to the fluctuations
in network traffic so as to lower the awerage message
delay. However, the algorithm can still adapt to line
and node failures and the delay and routing tables would
reflect these failures. For the similation data plotted
in Figure 10, the minimm average d&elay occurs at

~ 60 msec, which is approximately five times as large
as the average line transmission time Tp for a single
packet. In the solution of Tgp for this network, the
longest route also contains five lines. Further invest-
igation is required to determine if there is a similar
observable pattem for other values of K and for var-
jations in the traffic matrix {m] and network top-
ology.

For the asynchronous updating alggrithm, there are
also two parameters wnich can be adjusted for perform-~

ance optimization (Dp and the threshold values). Here
we consider constant thresholds (adaptive thresholds
will be considered in the future) . The simulated updat-
ing procedure operates as follows: A copy of the new
minirum delay vector, Vg is retained in node J each
time it is formed for ting. As packets are routed
at node J via By. (2), the minimum delay corresponding
to OLy(i) is compared to its corresponding entxy T(1)
in the stored vector. Vy as shown beldow.

For large

3,0 - Byt @) | = aT;(0) (s)

If A%.(i) 2 threshold, then the update procedure is in-
woked chown in Figure 6. Otherwise, no update occurs.
The motivation, of course, for utilizing thresholds is
to sense changes in the traffic distribution (Gelay) and
cnly update when these changes are pertinent as opposed
to the periodic updating algorithm which forces vpdates
even when the delay tables rerain static. Figure 11
chows the algorithm performance a8s a function of Dp

. THRESHOLD
65 e = SIMULATION DATA

C

.
34 MSEC
(N}

. .
60 o ®
. 100 MSEC
(N)
. e " 'y
50 MSEC
/0 .
55 = Yo A

(N}
/" »
50 MSEC
:/\/ 12)
50 I~ e o e i

| ‘ \Lowen ENVELOPE
’
T
) 60

Dp IN MSEC

AVERAGE SINGLE-PACKET MESSAGE DELAY IN MSE

] ]
120

figure 11, Asynchronous Updating Algorithm (RE= 1)
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Vfor'various threshold values with KE = 1.

- to 'TU

The curves
jabcled (N) indicate nonmal operation of the algorithm
(Ty = 0.8Tp), while the curve labeled '(Z) corresponds
= 0. Thus, the difference between the two 50
msec threshold curves represents the increase in average
message delay due to the presence of the update traffic
within the net.

The asynchronous update algorithm does not exhibit
the distinct minimum message delay as a function of
as found for the pericdic update algorithm. Also, no
correlation was found between the nurber of updates and
message delay for a fixed threshold value, even thouwgh
the nutber of updates increased as increased (ex-
cept for the dip in the 50 msec threshold curves at

= 60 msec). For a fixed 2 60 msec, there is a
correlation between average message delay and threshold,

the mininum being at approximately the 50 msec threshold,

which lies between the 34 and 100 msec ‘thresholds. -

Perhaps the most interesting delay curve shown in
Figure 11 is that for a threshold of 100 msec. For

5 34 msec, no updates occurred during the simulation;
&us the algorithm operation reduced to the shortest

eue + bias class. However, line and node failures
would cause the algorithm to wpdate. It is quite pos-
sible that the threshold test (Eq. (5)) could be elimi-
nated and updating forced cnly vhen a line or node fail-
ure is recognized. This requires further investigation.
For Dp s Tp msec, the algorithm becomes highly unstable
and many loops appear in the routing. This accounts for
the large increase in delay, as the figure indicates.

Finally, Figure 12 shows the best simulated perform-
ance of three routing algorithms (periodic updating,
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asynchronous updating and shortest queue + bias) as a
finction of the network traffic loading factor RE. The
lowor emvelope represents the achievable average message
delay for the best fixed routing scheme (although it
would vary with FE), but has not as yet been simulated.
H;wcver, the results shown in Figure 7 indicate that
8imlation should agree with this theoretical curve.

The periodic vpdating algorithm is shown to be infer~
for in performance to the other algorithms simulated.

Mpparently, utilizing a fixed routing procedure between
updates causes increascd congestion within the network
and thus increases message delay.

For a moderate threshold value (100 msec), the asyn-
chronous wpdating algerithm achieves the same perform-~
ance as the shortest quzuc + bias alcorithm (because no
delay table undates werc initiated during the simmla-—
tion). The 60 msec threshold value produces a very
interesting result. As RE approaches 1.25, the asyn-
chronous updating algorithm performs better than the
shortest queue + bias algorithm. This shows that the
algorithm is utilizing the information contained in the
minimm delay vectors Vy to adapt to the fluctuations
in network traffic flow. Further, it indicates that
the presence of the delay table updating traffic within
the net does not necessarily cause an increase in the
average message delay.

Before a more detailed campariscn can be made among
the algorithms, further understanding of the relation-
ship between and or the threshold value must
be gained. In addition, line and node failures must be
simulated in order to determine how rapidly the algo-
rithms adapt and what average message delay they produce.

V. QONCLUSIONS

We have presented a meaningful overview of routing
techniques -available for computer—-camunication networks
and have developed the structure of routing algorithms
which appear to be the mest promising for operational
networks. The main thrust of our research has been to
develop models of network performance and routing algo-
rithms and compare their performance via carputer simu-
lation. Moreover, preliminary measurement data (time
delay measurements, degree of alternate routing, etc.),
collected by ole? on the ARPA network, indicates gen-
eral agreement with our simulation results. We are now
in a position to compare our analytic and simulation
models with real network performance data.

We have demonstrated that fixed routing procedures
perform most effectively fram among our many camparisons;
however, such procedures cannot adapt to variations in
network traffic and topology. The adaptability of our
distributed ‘stochastic algorithms provides efficient

performance under such variations and they appear as strong

candidates for use in store-and-forward computer-oom—
mmication nets.
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